**CTF Activities**

[Living Security](https://hotspot.livingsecurity.com/) – good practice in the office space

<https://phishingquiz.withgoogle.com/> - Phishing awareness

[Welcome | Keep Tradition Secure (tamu.edu)](https://keeptraditionsecure.tamu.edu/) - cyber game around awareness

Scenario:

A malicious individual is walking around with 2 Devices. The devices have payloads that will execute unless your devices are hardened against them. It is believed that the one payload is executed using PowerShell and the other through command prompt.

Can you find a way to harden your system to prevent the payloads from executing if the malicious user connects the devices to your system?